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Abstract of the contribution:

It is proposed to update architecture to reflect S10 interface between C-SGNs
Introduction

As SA2 has discussed and agreed, C-SGN comprises of a proportion of MME and S-GW functionalities (optionally P-GW as well). We have assumed CIoT device has static property in terms of mobility so that handover procedure will not be supported. In addition, simple and optimized procedure is preferred compared with current EPS system. These kind of properties can raise doubt the interface between C-SGNs is not necessary. However, it is necessary in terms of load balancing between C-SGNs and supporting service continuity with minimum effort. This paper discusses and proposes the necessity of S10 interface between C-SGN. 
Discussion

According to 3GPP TS 23.401 section 4.3.7, EPS provides some functionality in a manner of network management to support O&M functions. Especially, Load balancing for MME is defined in the specification. As C-SGN has also part of MME functionality, it should be captured to CIoT system.
Functionality for connection of eNBs to Multiple MMEs

 An eNB may connect to several MMEs, which enables the eNB to determine which MME to select when forwarding message from an UE. In order to avoid unnecessary signalling in the core network, a UE that has attached to one MME should generally continue to be served by this MME as long as the UE is in the coverage of the MME pool area. It is required the new MME send Context request message to the old MME using GUTI for this functionality. 
In CIoT world, we can easily anticipate that bunch of devices connected to network generate large number of signalling that can cause overload. It will be tough situation if a few C-SGN nodes handle all amounts of devices and CIoT RANs. If we utilize optimized MME for CIoT system, MMEs that have been deployed with MME Pool area concept can be re-used. Even if we utilize C-SGN as new functional entity for CIoT, it is also well-known deployment option to use pool concept since it has clear benefit for load balancing. Also Normal MME has load balancing functionality which permits UEs that are entering into an MME Pool Area to be directed to an appropriate MME in a manner of load balancing.
Observation 1: C-SGN needs to support functionality for connection of CIoT-RANs(eNB-CIoTs) to multiple C-SGNs as a matter of load balancing. In addition it is not new feature but well defined and well deployed in current EPS.
 In addition, the MME can off-load UE. To do this, the MME initiates S1 Release procedure with cause ‘load balancing TAU required’. After that UE initiates TAU but provides neither S-TMSI nor GUMMEI to eNB in the RRC establishment message to select a proper MME out of the MMEs in the pool. In this respect, there could be two ways to support this on CIoT.
Alternative 1) In case of there is no S10 interface between C-SGNs: Detach and re-Attach

In alternative 1, C-SGN needs to initiate S1 release procedure for off-load with cause ‘explicit detach and re-attach’ rather than ‘load balancing TAU required’. If the cause is ‘explicit detach and re-attach’, the load balancing fails due to the UE will include the GUMMEI of the old C-SGN into RRC message, according to the existing NNSF, the old C-SGN is selected by the eNB again. If C-SGN initiates S1 release with ‘load balancing TAU required’, the UE initiate TAU but new C-SGN fails to identify the UE. Consequently, new C-SGN rejects TAU request with ‘explicit detach and re-attach’ and the UE have to perform attach procedure. The UE will include GUMMEI or S-TMSI of the old C-SGN in the RRC message for attach request since the UE doesn’t have GUMMEI of the new C-SGN, so eNB selects old C-SGN again. It means death cycle of UE operation. 

In addition, all UE context should be allocated newly, especially, IP address. After the re-attach procedure, the CIoT UE should update its IP address to the Application server. Otherwise DL data will be lost. This might be unnecessary signalling with application server, and bring significant service delay in some critical cases (e.g., fire alarm)
Alternative 2) In case of there is S10 interface between C-SGNs: Tracking Area Update
In alternative 2, C-SGN initiates S1 release procedure for off-load with cause ‘load balancing TAU required’. If the UE initiates TAU, CIoT-RAN(eNB-CIoT) could allocate new C-SGN to the UE, and new C-SGN sends Context request message to old C-SGN using the GUTI. In this case, the CIoT UE does not have to update its IP address to the application server. Also the old C-SGN has got known about the CIoT UE is served by new C-SGN, so DL data cannot be missed if DL data arrives to the C-SGN at the off-load time.
Observation 2: S10 Interface between C-SGNs can be useful for load balancing purpose.

 Not even for the load balancing scenario, interface between C-SGNs can be useful when TAU is required even though it could be rare case. Following is the scenario:

When a UE moves outs of eNBs under C-SGN-1 and moves into the eNBs under C-SGN-2, the UE request TAU. The C-SGN-2 rejects the TAU request with re-attachment indication. The UE is not aware of which eNB is managed by wich C-SGN, so the UE will not trigger Attach request directly. (Otherwise we need to define new UE operation such that CIoT UE should initiate Attach procedure when TAI is changed and not in the TAI list provided by the last C-SGN.) After re-attach procedure, the CIoT UE should update its IP address to the Application server. Otherwise DL data will be lost. If the CIoT UE happens to move to the C-SGN-2 when the DL data can arrive to the UE of the C-SGN-1, the DL data is dropped since the C-SGN-1 tries to page the CIoT UE but the UE doesn’t respond to the paging from C-SGN-1. It means that service continuity is broken unless C-SGN-1 recognizes the CIoT UE has gone to other C-SGN or detached.

In addition, a lot of storage will be required to C-SGN for storing UE context. It is uncertain how long C-SGN will keep the context even if the UE moved to other location and registered to other C-SGN. If S10 between C-SGNs is present, context request or identification request could be a lead to delete the context.
Conclusion: Interface between C-SGNs is required to support Tracking Area Update properly not only for Mobility Management but also for Load balancing and service continuity. For CIoT, S10 interface could have limited scope of functionality since CIoT system does not support handover.
Proposal) CIoT Architecture needs to capture S10 interface. S10 interface can be optimized to have minimum functionality than normal one. Following changes need to be reflected in appropriate document.
***********************CHANGES**************************
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Figure x.x: Non-roaming architecture for CIoT. 
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 Figure x.y: Non-roaming architecture for CIoT with separate PGW. 
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Figure y.x: Roaming architecture for CIoT (Home Routed case)
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Figure y.y: Roaming architecture for CIoT (Local Breakout).
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